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Abstract—Owing to the fast and large power regulating the
capacity of the HVDC system, the wide-area measurement system
(WAMS) based high voltage direct current (HVDC) system has
been regarded as a prospective solution to deal with the low-
frequency oscillation issue. However, due to the vulnerability of
the WAMS communication, WAMS based HVDC system control
can be a prime target of malicious penetrations that could lead to
disastrous events. To remediate this adverse effect, an improved
WAMS based HVDC damping control framework is proposed.
First, a lightweight network named Attack Shuffle convolutional
neural Networks (ASNet) is proposed to learn the characteristics
of cyber attacks. Then, a model-free-based cyber attack defense
framework is introduced to quickly identify the attack types based
on the continuous wavelet transform and ASNet. Additionally,
an improved control framework of the WAMS and HVDC-based
wide-area power oscillation damping control (WH-PODC) is de-
veloped to provide different response control for mitigation of the
impact of cyber attacks. Finally, the performance of the proposed
WH-PODC control framework is evaluated with real PMU data
in multiple scenarios in RTDS, where the results indicate that the
response intensity can be kept under multiple types of cyber attacks
while providing similar effectiveness in oscillation suppression to
conventional controls.

Index Terms—Wide-area measurement system, high voltage
direct current system, cyber attack, low-frequency oscillation,
damping control.

I. INTRODUCTION

E LECTRIC power system is one of the largest and most
complex man-made objects ever created [1]. Different
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from other forms of energy, electric energy has to be utilized
or stored instantly as it is generated. Therefore, different types
of controllers are configured to maintain the balance between
demand and generation [2]. However, with the increasing pen-
etration of renewable energies, the operational characteristics
of the power system are changing [3]. Since most renewable
energies are connected to the power grid via grid-connect con-
verters (GCC) that do not provide inertia support to the power
system, conventional controller designs based on the intrinsical
generators may be inadequate for maintaining its operating
stability with high renewable proportions [4]. Low inertia levels
and power oscillations are becoming more frequent in daily
power system operations [5].

Low-frequency oscillation (LFO) is a common problem that
occurs when the generators lack damping torque [1]. Since
GCCs under virtual synchronous generator (VSG) operation
mode has similar dynamic performance as synchronous gener-
ators (SGs), the GCCs under VSG operation mode may interact
with other GCCs or SGs in the low-frequency range and brings
significant influence to the original LFO modes of the power
system. [6], [7]. To suppress the LFO, a wide-area measurement
system (WAMS) based power oscillation control has received
much attention [8]. Due to its rapid and flexible power control-
lability, the high voltage direct current (HVDC) power system
is one of the best carriers for realizing WAMS based oscillation
controls. Various research has been conducted to investigate the
LFO control via the HVDC systems, and some demonstration
projects verified the performance of the WAMS and HVDC-
based oscillation controls [9]–[11]. In [10], implementation of
a wide-area damping controller is introduced to the Pacific dc
Intertie (PDCI), which is an ±500 kV dc transmission line
interconnecting the Oregon and California. In China, a wide-area
adaptive damping control system coordinating multiple HVDC
systems coordination was operated [11]. The experimental re-
sults of [11] indicate that the damping control can yield a 10%
increase in the damping ratio of the dominant modes.

However, the remarkable performance of the HVDC sys-
tem on LFO control is becoming a potential damage risk to
the system oscillation control with the increasing cyber at-
tack threats [12]. Recent research has demonstrated that the
HVDC transmission damping control is vulnerable to cyber
attacks, such as false data injection attack (FDIA) and replay
attacks [13]. In the normal operation condition, benefiting from
its fast power regulation ability, the HVDC system could provide
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rapid response to significantly improve the dynamic damping
ratio and thus mitigate the impact of LFOs [7]. However, if
the measurements of Phasor Measurement Units (PMUs) are
attacked, the control signal in response to the system LFO modes
may be totally different from the system’s actual needs. The fake
control signal will make the HVDC system provides a wrong
response to its connected AC system, which may be disastrous
to the system operation [14]. Therefore, the configuration of
the detection and mitigation methods against cyber attacks is
essential before activating the HVDC and WAMS based LFO
control.

Considering the significant impact of cyber attacks on the
safe operation of power systems, research has been proposed to
defend damping control systems. In [15], the information tech-
nology security system (ITSS) is proposed for deception attack
detection. The simulation tests based on the 16-machine 68-bus
AC/DC hybrid system reveal that the ITSS can successfully
detect the attack when its level of spurious packets is higher
than 30%. In [16], the dynamic loop WAMS based damping
strategy is introduced and tested in the two-area and five-area
IEEE benchmarks. However, this damping strategy is based on
the assumption that the attack scenario is already known. To
overcome this issue, the spoof catch and restore routine are pre-
sented to detect the synchrophasor spoofing by combining three
spoof detectors [17]. And the linear state estimator is proposed to
detect the FDIA for wide-area damping control [18]. However,
this state estimation method requires system parameters, which
limits the adaptability of cyber attack detection.

To remedy this, the data-driven methods provide a new per-
spective of cyber attack detection, which has the ability to learn
patterns from measurement synchrophasors. For example, the
random forest [19] and the back propagation neural network [20]
are proposed for the detection of PMU data attacks. In addition,
the Long-Short-Term-Memory (LSTM) is selected to differen-
tiate cyber attack behaviors [21]. However, the detection time
and the number of parameters are the main challenges of deep
learning methods considering the response time requirements of
WAMS based LFO controls. As discussed previously, the cyber
attack, especially for the FDIA, has strong concealment and
diversity, making it difficult and challenging to defend against
in the WAMS based LFO controls.

This paper aims at mitigating the adverse effect caused by cy-
ber attacks for the wide-area damping control. The contributions
of this paper are as follows

1) To defend the HVDC damping control from cyber attacks,
a lightweight network named Attack Shuffle convolu-
tional neural Networks (ASNet) is proposed to learn the
characteristics of multiple cyber attacks. The modified
ShuffleNet V2 is introduced in ASNet to improve the
detection accuracy.

2) Then, a model-free-based cyber attack defense framework
is proposed to quickly distinguish the types of cyber at-
tacks based on the Continuous Wavelet Transform (CWT)
and ASNet. The advantage of the framework is that both
the time and frequency domain features can be fused to
highlight the attack information.

3) In order to involve the cyber attack detection function into
the WAMS and HVDC-based wide-area power oscillation

damping control (WH-PODC), an improved control
framework of the WH-PODC is developed. In addition,
a cyber attack defense control (CADC) is developed
and integrated into the improved WH-PODC control
framework to provide different response control for
maximumly reducing the impact of cyber attacks.

4) Different experiments including cyber attack detection
and three RTDS cases are conducted. The WH-PODC
demonstrated solid performance in the testing, even under
severe different cyber attacks.

II. CONVENTIONAL WAMS AND HVDC BASED

LOW-FREQUENCY OSCILLATION CONTROL FRAMEWORK

Due to potential poorly damped oscillation or even undamped
oscillation that may limit the power transfer capability, LFO has
become a necessary consideration for the secure and economic
operation of power systems. Typically, the Power System Sta-
bilizers (PSSs) configured at generators are adopted to mitigate
LFO. However, the LFO modes in the power system are chang-
ing owing to the increasing integration of renewables and the
retirement of conventional generators. Traditional PSSs usually
use local information to generate the control signal. In addition,
the parameters designation and tuning of the PSSs are often
based on offline simulations so its parameters are usually not
updated when in operation. Thus, in a power system with high
renewable penetration, the oscillation control performance of
the conventional PSSs may not perform as well as expected.

With the advancing of PMU-based synchronized measure-
ment technology and power electronic technology, the WH-
PODC has become a prospective solution for LFO suppression
in power systems. Different from conventional LFO controllers,
the WH-PODC is adaptive to accommodate various system
operating situations, where its typical framework is shown in
Fig. 1.

The working process of the WH-PODC contains five steps.
1) The PMUs configured in the AC grids measure the system

voltage phasors and then calculate the frequency based on
the measured data.

2) After calculating and data packaging, the frequencies in
different AC grids are delivered from PMUs to Phasor
Data Concentrators (PDCs). The specific communication
protocol, such as IEEE C37.118 [22], is adopted in the
communication process for security and accuracy require-
ments.

3) When the PDCs receive the frequency data, they unpack-
age and send the frequency data to WH-PODC.

4) The block diagram of the WH-PODC is shown in Fig. 2.
The objective of the WH-PODC is to improve the system
damping ratio to enhance the system stability during oscil-
lation. As shown in Fig. 2, the WH-PODC calculates the
frequency differenceΔfPMU based on the frequency data
from two different PMUs. Then the ΔfPMU is converted
to active power control orderPPODC via the control block
in Fig. 2.

5) The converted PPODC is added on constant active power
control in the outer loop of the HVDC system to modify
the power flow to actuate the oscillation damping control.
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Fig. 1. The typical framework of the HVDC system with WH-PODC.

Fig. 2. The block diagram of the WH-PODC, where the fPMU1 and fPMU2

are the frequency data from two different PMUs, the Tw is the time constant
that is usually set as 10 s, the s is Laplace factor, ωn is the oscillation frequency
of the targeted mode, which is related to the system operating configuration. Q
is the quality factor that is usually set as 1, the T1 and T2 are the time constant,
the KPODC is the droop coefficient, the PPODC is the power output of the
WH-PODC, and the PPODC−max and PPODC−min are the maximum and
minimum limit of the PPODC .

Due to the low cost and high efficiency, cyber attack meets
continuously increase in different types of cyber physical sys-
tems. In May 2021, the largest gas pipelines in the U.S. were
forced to shut down because of the cyber attacks, which ex-
posed the vulnerability of conventional communication infras-
tructure [23]. As reported by the French think-tank Institut
Français des relations internationals (IFRI), the power system
is becoming a primary cyber attack target in recent years [24].
Moreover, in 2016, one substation in Ukraine became a target
of cyberattacks, which led to an outage in part of Kyiv for an
hour [25].

Because the HVDC system possesses fast power regulating
capacity and needs communication in the control process, the
WH-PODC has the possibility to be a prime target that is
maliciously penetrated by attackers. As shown in Fig. 1, the
cyber attack could be applied in the communication between
the PMUs and PDCs, or applied in the communication between
the PDCs and WH-PODC. Both ways of cyber attacks will result
in an erroneous response of the WH-PODC, which may signifi-
cantly affect the system operating safety. Hence, it is critical to
investigate potential solutions to rapidly and accurately detect
cyber attacks targeting WH-PODCs.

III. MODEL-FREE-BASED CYBER ATTACK DEFENSE

To improve the control performance under cyber attacks, the
first step of WH-PODC is to detect the types of attacks so that
their impact can be mitigated.

A. Data Preprocessing

The motivation of data preprocessing is to remove the redun-
dant components and highlight the characteristics of the attack
signal in the measurement data. Here, the redundant compo-
nents refer to the trend data or DC component. Some studies
in [26], [27] have shown that the trend component is redundant
information that can be removed from the measurement data.

Denoting the ith PMU measurement data as xdi(t), to remove
the trend component, a high pass filter is used before the feature
extraction process. Thereafter, the output of detrended data
becomes xi(t).

To fully simulate the impact of different attacks, four types
of cyber attacks are selected, including the false oscillation
attack (L1), replacement attack (L2), noise attack (L3), and
data loss attack (L4) [28]. These four attacks will directly affect
the frequency and damping ratio parameter estimation of low
frequency oscillations.

B. Time-Frequency Feature Extraction of Attacked Data

To identify the attacked measurement data, the CWT is uti-
lized to extract its unique fingerprint. The advantage of CWT
is that both time-domain and frequency-domain features can
be reflected. Compared with the commonly used single time
domain or frequency domain analysis algorithm, such as the
Empirical Mode Decomposition (EMD) and FFT, the CWT has
the potential to provide richer two-dimensional joint information
for the attacked signal [29].

The CWT of xi(t) can be calculated as

wx(τ, s) =
1√
s

∫ +∞

−∞
xi(t)ψ

∗
(
t− τ

s

)
dt (1)

where the ψ∗( t−τ
s ) is the mother wavelet which can be used to

create a set of wavelets functions, ∗ is the complex conjugate, the
τ, and s are the position and scale parameters, respectively.The
results wx of the is a complex matrix and the modulus |wx| of
wx can be calculated so that the classifier can be detected.

The decomposition performance of the CWT is determined
by the mother wavelets functions. To this end, a suitable wavelet
can be selected from a set of alternative wavelets, such as the
Morlet, Gaussian, Mexican hat, and Haar wavelet functions [30].

Specifically, the time and frequency resolutions are two crit-
ical indicators to determine the decomposition performance.
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Fig. 3. The false oscillation data and its CWT results with different wavelet
functions. (a) the false oscillation data, (b) Mexican Hat wavelet, the energy
is 21.6278, (c) Morlet wavelet, the energy is 19.9526, (d) Gaus2 wavelet, the
energy is 21.4522.

Here, the resolution indicates the ability to distinguish different
component signals, so the higher resolution results, the better.
For example, the results usually have a better time resolution
if the boundary between the two components is clearer. Mean-
while, the more concentrated energy usually comes with a higher
resolution, since energy is another statistical feature to help filter
the results, which can be expressed as

Ew = |wx(τ, s)|2 (2)

C. Attack Detection Using CWT

To select the suitable wavelets function, three wavelets are
selected from a set of wavelets functions, including the Morlet,
Gaussian, and Mexican hat [30]. It is mainly the characteristics
of the attack signal rather than the measurement data to deter-
mine whether the data are attacked or not. An example of false
oscillation data is analyzed, as shown in Fig. 3.

In this test, an oscillation with a 0.01 p.u. magnitude is
simulated in Fig. 3(a). It shows that all the CWTs can detect
the time-frequency features of the oscillation. The spectrum
leakage, defined as the false spectra with smaller amplitudes
caused by the non-coherent sampling [31], can work with energy
as the criterion to select a suitable wavelet.

Fig. 3(c) shows that it contains a frequency component near
0 Hz caused by the spectrum leakage. As for 3(b) and (d), it can
be seen that the results of CWT are similar, and it is difficult to
evaluate the results from the perspective of spectrum leakage.
However, the energy of the Mexican Hat wavelet is 21.6278,
which is higher than the Gaus2 wavelet. This means its energy
is more concentrated under the similar condition of spectrum
leakage. Therefore, the Mexican hat is selected as the wavelets
based on its decomposition effect.

To verify the decomposition result of the attacked signal,
the CWTs of measurement data and false oscillation attacked
data are presented in Fig. 4. Here, the false oscillation attack
is selected as an example. Fig. 4(a) is the measurement data
(normal value), and Fig. 4(b) is its CWT results. As can be seen
in Fig. 4(b), the main frequency components are located in low
frequency part (<2 Hz). The amplitude is about 5 × 10−3. For
the false oscillation attacked data in Fig. 4(c), a higher frequency
component (red rectangle in Fig. 4(d)) appears near the 20 s–28 s.

Fig. 4. The measurement data and the attacked false oscillation data. (a)
measurement data, (b) the CWT of (a), (c) the filtered false oscillation data,
(d) the CWT of (c).

Fig. 5. The structure of ShuffleNet V2.

The amplitude of the attacked signal is higher than the lower
frequency part. Thus, the normal frequency components are
weakened. Based on this difference, the attacked data can be
detected. Compared with Fig. 4(b) and (d), the frequency of the
measurement data is covered up because the false oscillation
has a higher amplitude. This test shows that the CWT has the
ability to detect the characteristics of the attack signal due to the
differences in the time-frequency information.

D. Attack Identification Using ASNet

After obtaining the CWT wx(τ, s) of the attacked signal, a
classifier is required to identify the type of cyber attacks so that
the WH-PODC system can be optimized. The traditional model-
free-based machine learning methods have the ability to classify
different features. However, there is numerous data that collected
continuously which may limit the performance of the traditional
machine learning methods. To this end, an ASNet is proposed
to provide real-time decisions to the LFO damping control.

The ASNet is built upon the basic convolutional neural net-
works (CNN) architecture, where CNN consists of the convo-
lutional layer, pooling layer, and fully connected layer [32].
The detection performance can be improved by learning the
relationships from the input and output data of CNN. The
response time of the damping control requires the classifier to
finish classification in a limited time. However, the CNN suffers
from a large number of parameters in order to achieve sufficient
performance, which increases the time cost. To mitigate this
problem, the lightweight shuffle CNN (SCNN) is proposed,
where the ShuffleNet V2 is integrated into the CNN.

The structure of ShuffleNet V2 is shown in Fig. 5. The
advantage of ShuffleNet V2 is that it can reach a better state in
terms of speed and accuracy [33]. The ShuffleNet V2 utilizes two
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strategies to make the structure compact, including the channel
split and channel shuffle.

As shown in Fig. 5, the input features will be split into two
branches first in the channel split procedure, where these two
branches have an equal number of channels c and c′ to minimize
Memory Access Cost (MAC). The MAC reflects the calculation
speed in the hardware implementation, e.g., GPUs, which can
be defined as below

MAC = hw(c1 + c2) + c1c2 (3)

where the h and w denote the height, width of the feature map,
respectively. And c1, and c2 are the number of input channels
and output channels, respectively. The hw(c1 + c2) denotes the
memory access for input/output feature maps, and c1c2 are the
kernel weights. Theoretically, a model with less feature map and
a lower number of channels will have a lower MAC and a higher
calculation speed. The c1 and c2 are set as the same because
ShuffleNet V2 would have the lowest MAC when c1 = c2 [33].

In the upper branch of Fig. 5, the c′ channel will conduct the
1 × 1 convolutions and depthwise convolution (DW Conv.). The
DW convolution is a type of element-wise operator that has a
lower MAC [34]. The second channel c is directly connected to
the output of the c′ channel, which is called skip connection. The
process is a kind of feature reuse with the ability to reduce redun-
dancy and accelerate calculation. Then the output of ShuffleNet
V2 becomes c2 by channel concatenate operation. Thereafter, the
channel shuffle is connected, where it will rearrange the features
according to a certain rule to cross information flow for these
two branches [35]. It can promote feature fusion by changing
the direction of features.

However, the last layer of the ShuffleNet V2 uses the global
average pooling, where the maximum value is retained and
some key information will be lost. To overcome this issue, the
attack shuffle CNN is proposed where the Depthwise Separable
(DS) convolutional layer and the (parametric rectified linear
unit, PReLU) are used to replace the global average pooling
in ASNet. The output of the DS convolution will increase the
diversity of features and the output of ASNet will be more
flexible. Meanwhile, the PReLU can improve the fitting ability
and reduce the risk of overfitting for the model [36], of which
the output can be expressed as

PReLU (ds) =

{
ds, if ds > 0
aids, if ds ≤ 0

(4)

where the ds is the output of the DS convolution, the ai is the
learnable negative slope. The PReLU can avoid convergence
difficulties when a larger learning rate is set in ASNet.

The structure of the proposed ASNet is shown in Fig. 6.
The shuffle block refers to the ShuffleNet V2 and it can be
stacked. Then the DS convolutional layer is connected to the
shuffle block. Finally, the fully connected layer with the softmax
function is used to classify the CWT wx(τ, s).

E. Attack Defense CWT-ASNet Framework

Integrating the CWT and ASNet, a cyber attack identifica-
tion framework called CWT-ASNet is proposed to improve

Fig. 6. Framework of the proposed improved CWT-ASNet.

Fig. 7. The control framework of improved WH-PODC with CWT-ASNet,
where CADC is the cyber attack defense control, the PCADC is the power
output of the CADC, the POP is the operating power flow on the HVDC system
and theKPODC−initial is the initial droop coefficient of the WH-PODC before
getting the detecting result.

the damping control. As shown in Fig. 6, the CWT-ASNet
framework consists of two steps

1) Calculating the CWT: The PMU data xdi(t) is filtered to
remove the DC component and get xi(t). Then CWT of
xi(t) is calculated to obtain the time-frequency features
wx of the attacked data signal. The xi(t) is down-sampled
to (160, 80) to speed up the calculation.

2) Identifying the cyber attack: The ASNet is constructed to
identify the cyber attacks, where the output label of the
ASNet is Li. The L0 is the normal measurement data, and
the Li, i = 1, 2, 3, 4 denotes four types of cyber attacks.
The Li will be sent to the damping control step in WH-
PODC.

IV. NOVEL WAMS AND HVDC BASED LOW-FREQUENCY

OSCILLATION CONTROL WITH CWT-ASNET

The proposed CWT-ASNet is expected to detect the cyber
attacks in a short time, which includes the presence of cyber
attacks and types of attacks if any. The WH-PODC with the
proposed attack defense CWT-ASNet framework could signif-
icantly improve the operating safety of the HVDC system with
the WH-PODC when it is under potential cyber attacks. Next,
the improved WH-PODC framework will be introduced in the
following subsections in detail.

A. Improved WAMS and HVDC Based Low-Frequency
Oscillation Control Framework

The detailed control framework of improved WH-PODC with
CWT-ASNet is shown in Fig. 7.

As shown in Fig. 7, the attack defense CWT-ASNet frame-
work is integrated into the WH-PODC in order to provide fast
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Fig. 8. The control framework of improved WH-PODC with CWT-ASNet,
where CADC is the cyber attack defense control, LFOMA is LFO model analy-
sis, and the KPODC−initial is the initial droop coefficient of the WH-PODC
before getting the detecting result, the KPODC is the droop coefficient used in
the NCRC of WH-PODC. The KPODC−initial and KPODC are determined
according to the grid code.

and accurate cyber attack detection. The improved WH-PODC
control framework could be described as follows:

1) The PDCs send fPMU1 and fPMU2 to not only conven-
tional WH-PODC, but the attack defense CWT-ASNet
framework as well for cyber attack detection.

2) During the detection process of the CWT-ASNet, the
conventional WH-PODC will keep working with a
smaller droop coefficient KPODC−initial. The aim of
KPODC−initial is to keep part of the response capability of
the WH-PODC, so that it still provides a certain response
to the system LFO while reducing the effect caused by the
potential cyber attacks.

3) After the CWT-ASNet concludes, the detection results,
including the presence and types of potential cyber attacks,
are delivered to the CADC for finalizing appropriate re-
sponse strategies to mitigate the cyber attacks’ impact on
the WH- PODC.

The detailed control strategies of the CADC are described
below.

B. Improved WH-PODC Control Framework for Cyber Attack
Defense

In order to balance the fast response requirement and cyber
attack defense need, in this paper, a cyber attack defense con-
trol (CADC) is proposed for the improved WH-PODC control
framework. The CADC is based on the detection results of the
CWT-ASNet. According to the different types of cyber attacks,
the CADC will provide different response control in order to
maximumly reduce the impact caused by the cyber attack.

Based on the cyber attack classification in Section III-A, the
detailed control strategies of the proposed CADC are depicted
in Fig. 8.

As shown in Fig. 8, when the CWT-ASNet finishes the
detection, the CWT-ASNet will send the detecting results Li

to CADC for returning to the normal responses or switching

response strategies according to the type of the cyber attacks.
According to the type of cyber attacks, three control strategies
are defined in the CADC:

1) Normal Operation Condition Recovery Control (NCRC)
2) Fake Event Attack Defense Control (FEADC)
3) Data Exchange Recovery Control (DERC)
NCRC: When the detecting result of the CWT-ASNet is L0

or L4, the NCRC is adopted in the CADC. The objective of
NCRC is to recover the WH-PODC full response capability in
order to provide enough power support to mitigate the LFO.
When the NCRC is activated, the NCRC sends a signal to WH-
PODC to change the Gain from KPODC−initial to KPODC to
provide the normal response capability of the WH-PODC.
FEADC: When the detecting result of the CWT-ASNet is

L1 or L3, the FEADC is adopted in the CADC. The FEADC
is designed to realize a fast WH-PODC recovery from the
fake event attack. The control process of the FEADC could be
described as:

1) When the FEADC is activated, the FEADC sends a signal
to the “Hold” function to freeze the output of the WH-
PODC. Meanwhile, the FEADC also sends a signal to the
switch module to change the switch from node “b” to node
“a”. With the switch change, the output (PCADC) of the
FEADC (Step I) is modified from equation (5) to equation
(6), which could help recover the wrong response of the
WH-PODC. In addition, the wrong response may cause
the system dispatch change. In order to guarantee that the
“ωn” is still appropriate during the recovery process, the
LFO model is reanalyzed.

PCADC = 0 (5)

PCADC = Pschedule−POP
(6)

2) When the signal from CWT-ASNet is changed to “L0,”
the FEADC will send the signal to inactivate the “Hold”
function to release the output of the WH-PODC while
changing the switch from node “a” to node “b” to stop
FEADC.

DERC: When the detecting result of the CWT-ASNet is
L2, the DERC is adopted in the CADC. The DERC aims at
mitigating the influence of the replacement attack and providing
fast support to recover the normal WH-PODC response. The
control process of the DERC could be described as:

1) When the DERC is activated, the DERC sends a signal to
the “Hold” function to freeze the output of the WH-PODC.
Meantime, the wrong response may cause the system
dispatch to change. In order to guarantee an appropriate
“ωn,” the LFO model is reanalyzed during the recovery
process.

2) When a correction of the “ωn” is determined and is sent
to WH-PODC, the recovery function in the DERC is
activated to provide correct WH-PODC response to the
system in order to suppress the influence of the replace-
ment attack.

V. EXPERIMENTS AND ANALYSIS

To verify the performance of the proposed CWT-ASNet
and the improved WH-PODC control framework, multiple
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Fig. 9. PMU data source from ten locations.

TABLE I
PERFORMANCE COMPARISON UNDER DIFFERENT CLASSIFICATION METHODS

experiments are carried out in python and Real-Time Digital
Simulator (RTDS) separately. The actual PMU data from the
WECC system are used to generate the simulated data set and
it is related to the physical network. 10 PMUs are selected, and
one of the PMU is reserved for replacement attack, as shown in
Fig. 9. Particularly, 39240 samples are generated, of which 70%
are used as the training set, 15% for verification, and the rest for
testing. Meanwhile, the data from three different time instants
are selected to verify the time sensitivity of the CWT-ASNet,
including the 01-05 (January 5th), 01-25 and 04-05 in 2019.
Totally 5580 samples are collected for each time instant, where
the length of each sample is 320 with a 10 Hz reporting rate.
Besides, three PMUs data with a 120 Hz reporting rate are also
used to verify the real-time performance of CWT-ASNet.

A. Comparison of Different Attack Identification Methods

To verify the effectiveness of the proposed ASNet method,
different classifiers are selected, including the Two-dimensional
Convolutional Neural Network (2DCNN), LSTM, One-
dimensional Convolutional Neural Network (1DCNN), and
SCNN. The detection performance is listed in Table I.

For the 1DCNN, 2DCNN, and LSTM, 2, 4, and 8 conventional
layers are selected to verify their performance. For SCNN and
ASNet, the numbers 2, 4, and 8 mean 2, 4, and 8 shuffle blocks.
Meanwhile, the number of parameters of the classifier and the
testing time of each sample is provided. It should be noted
that only the time cost of the classifier is calculated for a fair
comparison in this test.

It can be seen that the performance of LSTM is higher than
FFT-1DCNN because the information of FFT is insufficient for
classification. However, the LSTM consumes 1.2 ms more time
than the 1DCNN. Compared with FFT-1DCNN, the accuracy of
CWT-2DCNN is 5% higher. The main reason is that both the
time and frequency domain information are extracted in CWT,

TABLE II
PERFORMANCE COMPARISON WITH STATE-OF-THE-ART METHODS

Fig. 10. Performance comparison with 120 Hz reporting rate.

which provides an expanded feature space. The CWT-SCNN
obtains 3% higher performance than CWT-2DCNN even with
fewer parameters. Moreover, the proposed CWT-ASNet obtains
the highest accuracy of 97.77% and the minimum number of
model parameters (17 k). This is due to the ShuffleNet V2 and DS
conventional layer’s contribution to parameter compression and
feature diversity. Overall, a CWT-ASNet with 4 shuffle clocks is
selected as the final structure with a balance between accuracy
and the number of parameters.

B. Comparison With State-of-The-Art Methods

To verify the proposed framework with the state-of-the-art
approaches, four cyber attack detection methods are compared
including the FFT-BP [27], MM-RFC [19], MM-gcForest [26],
and EEMD-FFT-BP [20]. Importantly, the data from three time
instants are used to verify the robustness of different approaches,
where the results are listed in Table II.

The results show that the performance of MM-RFC is only
79.51% on the 5th of January. However, it consumes less time
because only the statistical features are fed into RFC, which has
a smaller size. With the increase of time instants, the accuracy
decreases for all the methods since the load condition in the
power system is different. For EEMD-FFT-BP, the accuracy
becomes only 54.46% on the 5th of April, indicating the dis-
tinguishable features are lost for the cyber attack signal. It
also consumes 82.29 ms because the EEMD needs to perform
multiple decompositions. The accuracy between the 5th of Jan-
uary and the 5th of April is various. For example, the accuracy
differences of FFT-BP and MM-gcForest are 11% and 12.5%,
respectively. However, 2.03% accuracy difference is obtained
for CWT-ASNet, indicating that it has better robustness. The
test time of CWT-ASNet is 28.76 ms, which can meet the
requirements of real-time damping control.

To verify the performance with 120 Hz data reporting rate,
one-day data are used from three PMUs located in the same
city. The detection results are shown in Fig. 10. It can be seen
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TABLE III
PERFORMANCE UNDER THE DIFFERENT NUMBER OF TRAINING SAMPLES

that the MM-gcForest gets an 84.27% accuracy, 10% higher
than EEMD-FFT-BP. Compared with the result in Table II, the
accuracy of the proposed method is 2% lower. This is because
the data are similar due to the fact that they are collected
from the same city, which makes it challenging for detection
and identification. Overall, the proposed method obtains better
performance at various even at different data reporting rates.

Besides, to provide the theoretical guarantees, the statistical
learning theory and the shattering coefficient can be used. Ac-
cording to [37], the number of neurons per layer and along
layers is what mostly influences the algorithm bias. And by
having enough training examples, the learning convergence can
be proved. On the other hand, learning cannot be ensured if
the training examples are not sufficient, and results may be
changing [37]. Meanwhile, according to [38], a change of the
labeled data for each source can also be resulting in a tighter
bound. This means that the performance of the models depends
on the number of training examples as well as the structure of
the model.

To verify the performance of CWT-ASNet under different
ratios of training samples, 10%, 20%, 50%, and 70% of samples
are used to train the model. The results are listed in Table III.

As can be seen in Table III, it shows that the performance
will decrease if the ratio of the training samplings decreases.
The lowest accuracy is 87.55% when the ratio is 5%. And the
performance is higher than 94.5% when the ratio is higher than
50%. The conclusion can be drawn that: for a specific method,
the bound of the prediction accuracy (or the lowest performance)
can be determined by its structure and ratio of training samples.

To select an appropriate method in practical applications,
more factors and comparisons need to be considered. Mean-
while, the comparison is meaningful if the external parameters
(such as the input data, operating environment, and training
samples) are the same. Therefore, the prediction error of one
method may stay above or below of another if the external
parameters are the same except for the method. As shown in
Table II in Section V-B, the CWT-ASNet always performs better
with a high probability (more than 50%) with the same external
parameters. There are still some exceptions. For example, the
EEMD-FFT-BP outperforms the MM-RFC in 01-05-2019, as
shown in Table II. However, the accuracy decreases rapidly to
54.46%, and EEMD-FFT-BP obtains lower accuracy than MM-
RFC in 04-05-2019. The probability is 50% when comparing the
EEMD-FFT-BP and MM-RFC. This is to say that one method
can perform better in one tested time. It does not mean that it
will always perform better than the other.

As the saying goes, every coin has two sides. A model with
higher accuracy may also be more complex. For example, the
proposed method consumes more time than MM-RFC [19] and
MM-gcForest [26]. The user needs to select the appropriate

Fig. 11. ROCOF of the measurement data.

Fig. 12. Fusion structure of the CWT-ASNet and physical-based feature.

TABLE IV
COMPARISON OF PHYSICAL-BASED MODEL

approach according to actual needs because one method is
almost impossible to fulfill all requirements.

Overall, the proposed method obtains a higher probability that
it outperforms than the other four methods. This probability can
vary when comparing with different methods.

C. Exploration of Physical Information

Physical information reflects the operating status of the power
system. To explore the contribution of physical information to
cyber attack detection. The rate of change of frequency (RO-
COF), as a key indicator of network stability and the balance
between electricity supply and demand, is selected as the objec-
tive physical information. It can be inferred from the frequency
measurement. In this test, the duration is set to 0.5 s (10 Hz
reporting ratio), and the ROCOF of the measurement data is
shown in Fig. 11.

To incorporate the ROCOF into the proposed CWT-ASNet, a
fusion network with two inputs is designed, which contains two
branches. Then their outputs will be added to form one vector so
that the final decision can be made. The structure of this fusion
network is shown in Fig. 12. As can be seen from Fig. 12, the
ROCOF is learned in a three-layer CNN and the output of these
two branches is connected in the fully connected layer.

The detection results of these three models (CWT-ASNet,
ROCOF-CNN, and fusion models) are listed in Table IV. It can
be seen that the performance of the CWT-ASNet is similar to
the Fusion model. However, the accuracy of ROCOF-CNN in
04-05 (means April 5th in 2019) is much lower than the CWT-
ASNet and Fusion models because the information from CWT is
richer than ROCOF. The cost time of the fusion model is slightly
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Fig. 13. The diagram of the modified two-area Kunder system and the RTDS
test system. (a) The topology of the modified two-area Kunder system. (b) The
RTDS experimental environment.

TABLE V
MAIN CIRCUIT PARAMETERS OF THE HVDC SYSTEM

higher than CWT-ASNet. Overall, the ROCOF contributed to
the identification of attacks, and the customer can merge the
ROCOF into their own model since it reflects some physical
characteristics of the grid.

D. Verification of Improved WH-PODC Control Framework

Next, to verify the effectiveness of the improved WH-PODC
control framework with CWT-ASNet, in this subsection, three
case studies are conducted in the modified two-area Kunder
system in RTDS. The test system is modified from a two-area
Kunder system [39]. The diagram of the modified two-area
Kunder system and the RTDS test system is shown in Fig. 13.

As shown in Fig. 13, the modified two-area Kunder system is
comprised of 11 buses, 4 synchronous generators, and 2 areas.
Different from the original two-area Kunder system, the two
areas are connected through one HVDC system in addition to
the two AC tie lines. The main circuit parameters of the HVDC
system configured in the test system are listed in Table V. The
control parameters of the WH-PODC are listed in Table VI.

As shown in Fig. 13, the modified two-area Kunder system is
comprised of 11 buses, 4 synchronous generators, and 2 areas.

TABLE VI
CONTROL PARAMETERS OF THE WH-PODC

Different from the original two-area Kunder system, the two
areas are connected through one HVDC system in addition to
the two AC tie lines. The objective of using RTDS to verify the
proposed CWT-ASNet and the improved WH-PODC control
framework is to provide a real-time hardware in the loop (HIL)
environment ready, so that the testing of the control devices can
be implemented on hardware in the near future. The main circuit
parameters of the HVDC system configured in the test system
are listed in Table V. The control parameters of the WH-PODC
are listed in Table VI.

In this section, the normal operating condition and two dif-
ferent types of cyber attacks, false oscillation attack (L1) and
replacement attack (L2), are used to verify the performance of
the improved WH-PODC control framework. The cyber attacks
are simulated according to real oscillation event data.

1) Case I: Normal Operating Condition Test Scenario: Un-
der the initial condition, the power flow on the HVDC system is
400 MW. An oscillation occurred at t = 3 s in the system. The
Fig. 14(a1), Fig. 14(b1), and Fig. 14(c1) show a performance
comparison of the improved WH-PODC control framework and
traditional WH-PODC under no cyber attack condition.

As shown in the Figures, at the beginning of the oscillation
event, different from the traditional WH-PODC, the improved
WH-PODC control framework is activated first in order to detect
the presence of potential cyber attacks. During the detection
process, the HVDC response in the improved WH-PODC con-
trol framework is smaller than the traditional WH-PODC, as
shown in Fig. 14(c1). Around t = 3.3 s, the detection results
are obtained from the CWT-ASNet and sent to CADC. The
CADC adopts NCRC to provide the necessary support to Area
I according to the CWT-ASNet signal. As demonstrated by the
simulation results, the CWT-ASNet detection process may take
some time, which causes the supportability reduction of the
WH-PODC. However, as shown in Fig. 14(a1) and Fig. 14(b1),
the frequency oscillation is suppressed in a similar time. The
simulation results indicate that the control performance of the
WH-PODC is only slightly influenced. The response of the
WH-PODC in the improved control framework is still timely
and effective for the LFO mitigation.

2) Case II: False Oscillation Attack Test Scenario: Under
the initial condition, the power flow on the HVDC system is 400
MW. At t = 3 s, the PMU1 starts to experience a false oscillation
attack that lasts until t = 5 s. The Fig. 14(a2), Fig. 14(b2) and
Fig. 14(c2) shows the performance comparison of the improved
WH-PODC control framework and traditional WH-PODC under
false oscillation attack.

As shown in the simulation results, due to the false oscillation
attack, the WH-PODC provides a wrong response to Area I that
causes the frequency oscillation in both connected AC systems.
As shown in Fig. 14(a2) and Fig. 14(b2), the frequencies in both
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Fig. 14. The performance comparison of improved WH-PODC control framework and traditional WH-PODC under different cyber attack conditions.

Area I and Area II have a large oscillation until t = 5 s. After the
oscillation attack ends, the oscillation is gradually suppressed by
conventional WH-PODC based on the corrected PMU signals.
By contrast, with the improved WH-PODC control framework,
the proposed CWT-ASNet detects the oscillation attack around
t = 3.3 s, then the CWT-ASNet sends a signal to CADC, and
CADC adopts FEADC to recover the HVDC response according
to the CWT-ASNet signal.

From the simulation results it could be seen that the power
flow on the HVDC system is corrected timely, and the frequency
oscillation in both AC systems is mitigated by their inner genera-
tors. After t = 5 s, since the false oscillation attack is ended, the
CWT-ASNet sends the signal to CADC to activate the second
step of FEADC to recover the LFO controllability of the WH-
PODC. The simulation results demonstrate that the frequency
oscillation is further suppressed with the WH-PODC participa-
tion. The completed simulation results indicate that, compared to
the traditional control strategy, the improved WH-PODC control
framework could significantly mitigate the frequency oscillation
caused by false oscillation attacks.

3) Case III: Replacement Attack Test Scenario: Under the
initial condition, the power flow on the HVDC system is 400
MW. At t = 0 s, the PMU1 and PMU2 are under the re-
placement attack that swaps the measurement data of the two
PMUs. At t = 3 s, an AC line trip event occurs between Bus
7 and Bus 8. At t = 5 s, the replacement attack is over. The
Fig. 14(a3),Fig. 14(b3) and Fig. 14(c3) shows the performance
comparison of the improved WH-PODC control framework and
traditional WH-PODC under replacement attack.

As shown in the simulation results, At t = 3 s, due to the
AC line trip event, an oscillation occurs in Area I and Area
II. If there is no cyber attack, as shown in the purple line of
Fig. 14(a3) and Fig. 14(b3), the frequency oscillations in both
areas are mitigated with the conventional WH-PODC. However,
as shown in the blue line of Fig. 14(a3) and Fig. 14(b3), due to the
replacement attack, the measured data of the PMU1 and PMU2
are exchanged, the WH-PODC provides inverse support to both
areas, which acerbates the frequency oscillations in both areas
and power oscillations on the HVDC system. With the proposed
improved WH-PODC control framework, Around t = 3.3 s, the

detection results are obtained from the CWT-ASNet and sent
to CADC. The CADC adopts DERC to provide the necessary
support to both areas according to the CWT-ASNet signal. It can
be seen from the simulation results that the frequency oscilla-
tions in both areas are quickly mitigated. The simulation results
demonstrate that the improved WH-PODC control framework
could provide effective LFO suppression support even under the
replacement attacks.

VI. CONCLUSION

In this paper, an improved WH-PODC control framework is
proposed to remediate the adverse effect caused by the cyber
attacks for wide-area measurement system based high voltage
direct current damping control. In the proposed WH-PODC con-
trol framework, the CWT-ASNet framework is proposed to iden-
tify the cyber attacks. Three different comparative experiments
show the CWT-ASNet has 95.53% and 95.60% accuracy for
10 Hz and 120 Hz reporting rates, respectively, even compared
with state-of-the-art methods (MM-gcForest and EEMD-FFT-
BP). The ASNet also has lower testing time compared with
some commonly used CNNs. The performance verification of
the improved WH-PODC control framework is verified with
three cases in a modified two-area Kunder system in RTDS. The
experimental results demonstrate that the proposed WH-PODC
control framework could provide effective LFO suppression
capability under different types of cyber attacks, reaching similar
stability to conventional LFO controls under normal operating
conditions.

In future work, the proposed CWT-ASNet and the improved
WH-PODC control framework are planned to be implemented
on the hardware WH-PODC controller and tested in the HIL
environment that mimics realistic operating conditions.
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